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Report to Authorities 
(Supervisory Authority) 

and Report of Data 
Breaches. 

Assure that controls are in 
effect, monitor overall 
effectiveness, evaluate 

business changes and new 
business (privacy related).

Global Compliance
Assessment will identify gaps 
and nonconformities which 

should be addressed.

Perform a Risk Assessment 
on Assets which process 
Personal Data. Identify 

Critical Assets and 
High-Value Risks. Define and 
implement a Mitigation Plan.

What is GDPR? GOVERNANCE RISK COMPLIANCE

Present in 18 countries in the EMEA region

www.integritygrc.com

The  General Data Protection Regulation (GDPR) 

(Regulation (EU) 2016/679)  is a regulation by which the 

European Parliament, the European Council and the 

European Commission intend to strengthen and unify 

data protection for individuals within the 

European Union (EU).
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Who needs to be on board? What are the key actions to comply?

4. REPORT 1. ASSESS

3. MONITOR 2. MITIGATE

Find out how IntegrityGRC can help you 

How to maximize 
effectiveness and 
optimize 
processes?
The usage of tools can 
enhance the e�ectiveness 
and the e�ciency of the 
adoption and operation of all 
the GDPR processes when 
supported by adequate tools. 
The adequate selection and 
usage of these tools will 
allow the organisations to 
support all the peers to 
contribute in an agile way 
and will reduce the e�ort on 
implementation and 
maintenance of operations 
and associated compliance 
evidence. 

What are the key 
points to retain?
Some of the key points and 
obligations to consider 
include:

• Appointing a Data 
Protection Officer;
• Responsibility and data 
protection by design and by 
default;
• Role of data controllers;
• Records of data processing 
activities and other 
procedures;
• Lawfulness of processing;
• Data Protection Impact 
Assessments;
• Notification of personal 
data breaches.

Why should 
companies focus 
on GDPR?

The general data protection 
regulation is in force since 
25 May 2018 and the GDPR 
establishes a tiered approach 
to data breach penalties 
which enables the 
supervisory authorities to 
impose fines for some 
infringements of up to the 
higher of 4% of annual 
worldwide turnover.
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Program Manager Dashboards

Assets Relations

Activities Risk Management Compliance

Documentation Assessments Data Forms Settings

Documentation
Template for policies, 
procedures and 
records

Program Manager 
& Activities

Implementation plan 
and related activities

Operational plan 
and continued 
activities

Relations
ISO27701

GDPR Articles

Data Forms
Metrics

Matrix of profiles 
and skills

Audit program

Processors 
evaluation matrix

GDPR 
communication plan

Training program

Assessments
Global Compliance
assessment

Assessment of 
processors

Data protection 
Impact assesment

Dashboards
GDPR
management 
dashboards

Workflows

Records of 
processing activities

Personal data breach 
management

Management of data 
subject requests

Settings
GDPR user groups

Compliance
ISO27701 
requirements

ISO27701 controls

GDPR Articles

Risk Management 
& Assets

Personal data 
protection risk 
management 
process (5 levels)

List of assets 
(Processing Activities)

Specific resources for GDPR compliance management

IntegrityGRC is a set of tools that help organisations to manager their 
processes, risk and compliance in a structured way.

www.integritygrc.com

Request your demo now

www.integritygrc.com

Present in 18 countries in the EMEA region

GOVERNANCE RISK COMPLIANCE

IntegrityGRC Solution for GDPR compliance

Workflows


